Surveillance Status Message

TIA Position DOJ/FBI Position
not required by CALEA « covered by “ensure”
obligation
infrastructure does not  capability is already
exist in many networks to provided by carrier
automatically verify all network management
aspects of intercept infrastructure

provisioning, particularly
for information not
relevant to ordinary calls




Feature Status Message

TIA Position
« not required by CALEA

 very difficult and costly to
link up all databases and
service providers that
provision new features

DOJ/FBI Position

covered by “ensure”
obligation

clarifies that information
need only be provided
when feature becomes
effective




Standardized Interface Protocols

TIA Position DOJ/FBI Position
not required by CALEA * not dictating particular
contrary to legal opinion interfaces, but only the
of FBI OGC number of interfaces
J-STD-025 already o “law enforcement did not
provides protocol format invent the problem of
rules multiple incompatible

interfaces”

changes in protocols
requires flexibility




CDT Petition

L. ocation

 Packet Data




L ocation

TIA Position CDT Position
« not clear whether CALEA + CALEA does not require
requires location location information
information
« J-STD-025 location  location information
provisions are reasonable violates privacy provisions
compromise of disputed of CALEA

1ssue




Packet Data

TIA Position

separate header information
is not reasonably available
call-identifying information
for layered packet data
protocols

J-STD-025 does not
prejudge court decisions on
whether packet stream is
available pursuant to a pen
register order

CDT Position

available carrier
technologies allow
segregation of header
information, at least for
some protocols

provision of entire packet
stream pursuant to pen
register order violates

privacy provisions of
CALEA




